
How to use iManage

1. Click the iManage button on any templates. 
If you are not logged in, it will open a new tab.

3. Click the iManage button.

*Mandatory one-time setup: for first time using iManage, 
you need to setup a connection with BlockDrop.

Enter your Server and Client ID for iManage. 
Click CONNECT and it will redirect you to the login page.
Only the Enterprise Administrator for BlockDrop will be asked to enter 
the Server credential

2. Login to iManage:
Enter your organizational account credentials. 
Click Sign In and it will redirect you to the template page 
No progress will be lost

4. Your iManage directory will pop-up.
Select a folder and click Open.

5. Click DOCX to save as a word file.
Or click the arrow next to DOCX and select a different 
file format you want to save the template in.
You can save the template as DOCX, PDF, Woodpecker, or Draft.

Click ‘Contents’ to see all the contents in your folder.
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This document is provided to assist blockchain-based companies in 

fulfilling their responsibilities to establish an Anti-Money 

Laundering (AML) Program as required by federal law, pursuant to 

the Bank Secrecy Act (BSA), its implementing regulations and 

FINRA Rule 3310 (AML Compliance Program). Nothing in this 

document creates any new requirements for AML programs. 

Furthermore, following this template does not guarantee 

compliance with AML Program requirements or provide a safe 

harbor from regulatory responsibility.

AML policies, procedures and internal controls are designed to 

address the risk of money laundering specific to the cryptocurrency 

and blockchain industries. A written analysis of the Company’s 

money laundering and terrorist financing risk is required. This 

“risk-assessment” will help to ensure that the AML program 

addresses the privacy and policy concerns within the blockchain 

space. Cryptocurrencies protect and preserve privacy, yet also allow 

users to act anonymously. Therefore, the policy must reflect these 

issues and address solutions.
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Server

This is a one-time setup for your iManage account connection with 
BlockDrop. If you do not have the following information please contact 
your IT department or your administrator for iManage. For any questions 
contact us at help@blockdrop.tech
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